FR/NESRFES

BAN—tCF1VUFARBI/I\RIT VD
UNEEERD | BF1UT A MR T DX &HE

%10 iR BAN—-LSUIDREENDEM

@ =SHELSES




R OE = w e A VAN I W = 8 [/ 0 = | PP 1

E26E., A/ N—L U L R DI 1
26-1. HA/N\=LZUI > ADEEEBHRTCFTFIVT BB EDMED T .o, 2
26-1-1. AL ZUT > RADOERFEREEBEMAE ... 2
26-1-2. ISO/IEC 27001/27002 (CHIFTBRTA/\=LZUTXDERE ... 2
26-2. ISO/IEC 27002:2022 [CEDKIBHREF 2 UT A 13T O MEER. oo, 6
26-3. AL U REIEEUTDNISTCSF 2.0 TL—AT—=7 oo, 7
26-4. HA)\—=LZUT 2 REEADBERKICENTIEARTRIEILT o, 10
E278. YA\ —KEBZSORARBREICH T REEHEMITETEL ...t 12
27-1. BANN=LZUTADTA THADILEMIEETEIDRTE «..ovvvvveveveieeeeann, 13
27-2. NIST CSF 2.0 Respond (RS) HRE(CEDKMISEEE ..., 15
27-2-1. A4>2F > REIBAHIDMEIL (RS.IM) it 15
27-2-2. A>232F > RODHTEERER (RS.AN, RS.IMI) i 16
27-3. NIST CSF 2.0 Recover (RC) HEE([CE D <IEIBESE ..o 17
27-3-1. {EIHETEIDEIT (RC.RP) LEZXEIHERE (RTO/RPO) DIEIE ...oevveeneeen. 17
27-3-2. BIHDIESHDIAZ2 =5 —232 (RC.CO) v 19
828 &, BRI AT AfkEatE (IT-BCP) M—RELTDA ST MMIHIET D4F 21
28-1. [BERS AT LfkestE (IT-BCP) MEARBIREATH] ..o, 22
28-2. A2 27 > bXICARHIDMEL ERNENIEDERBIFME ... 24
28-2-1. MEMIEDT T —X XK (Respond HEEEDIELE) ovvviiiiiiiiieieeieeen, 24
28-2-2. SY AT I FHRENSDEHEZHER(C T DRAMPIXIRDER ... 26
28-3. 1EIH - EETO TR EHGNDRER RFAIEEE) oo 28
28-3-1. 18|18 (Recover) BOBEFEBHIERDEME .....vvv e 28
28-3-2. ZENDRBR EHRBERIEHE (RCAM) ooeeenieiieie e 29
28-4. HA)\—=L U T2 REENMELEDIZHDEKRMINEZ SR ..o, 31
i 34
== B 35
=34 P PUPTORRPPTTR 36

2 - =TT 38



B10HE. YA N—LSUI > RENDERM
8268, YA N\—LSUI>ADBEN

FE26ETEH FNEELCHITDIYA/N—LZUIRAOBEEEZTDERTIEHFE L.
ISO/IEC 27001/27002 *° NIST CSF 2.0 L DBMR=ZIEET D LT, BEMOBREZF1Y
T BESYS IT-BCP &G UL U I R Z BRI (CIBR I DTCHDEREZH(CDITD &
ZENEULET,

FRERBR

O SA/\-LUT>XOftEsE. BHIIZITTR<ELE - #Eita BRI DN nE 7 I8
RIdE

O ISO/IEC 27001/27002 B KT ISMS M PDCA S DBSEZIAE X . o] M Sfikikeek
ENLZUTRADOEBETHDCEZHATEDIZL

O NIST CSF 2.0 @ 6 #gE. & < (C Respond,/Recover OEEMHZIBFEL., VN PZEME(TD
EENBAREZRIBETED L

O SA/N\—-LZUT>RSATHA0)L (Ffm - A - 4RX - XS - 818 - &) ZHFRHW
(CIEEL. BHOBMDEAFNEATETD L




26-1. BAN\—-LSUIT>ADERLIFEHEFIVU S g EDAIED
)

| 26-1-1. B )\—L SUI> ROEATES & HbE(HIE

BiEIEE
0-1-1. 6-3.

4 )\—L =T >Z2 (CR: Cyber Resilience) (&. fHf#D=v >3 > "EEE/MZHEIT DY
AIN=IRE, S AFLREE. FLEFBARKEEVOZZHRBREICERL CE. TDOFEZ&R/I\ER
(CBUWLIES. dLE(COIEL. FEZRG I DEENZIRIMITI . KoY/ —tzF1 U7
RO [RAZKEETEBES] (B5) (CESZEBENTWZDCH U, BA/)—LUT > X(E, B
PNEETIFRVWEWVWDIREZAHRE L. [REZFELDD. LWNCHR(CIIBED.. BEZ it
TE30] (BEEERN) (CEEOERZEBEZET.

SHOWEEFIFELTED., 503 FHRZHB L TCE. CFa VT REZTE(CHZE
(FARBIRETH D EVDIFWHNAFDOTNET . D [FHHIDRF] EWDSEHRDE & (BEDFL
BEH. IO BEOI AN SEFEEORERE. BERREROEFRENZRHDIWEEN /27 TO—FH W
AERDET, AU XEADME E(F WECEL D TEHBMEL UTTIHE DR EIHHE
BIIRKRZERE L, BEOEEY X TZHFEIRERLANIVICHIR D I2HDRAEBEEIRD KT, 45
(CHNERCSNWTIE TFaUTA/ROUY—-INRENTNDZENE L —EDRETE
FREN R (CIRDCEEZERBNDED. BA/N\—LZUT D XOEREESRADFGICED
THBSH CERLBERTI,

| 26-1-2. 1SO/IEC 27001/27002 (LB B )N—L U I> A DB

BSEIRH
13-2-7. 13-2-8. 15-2-5, 15-2-6

HAN\—LDUIRXOEERZE, BREFIVUTANVRIAS b RXT A (ISMS) DOEFBFRI
T33 ISO/IEC 27001 OERFIAL FHE(CEEL TWE T, ISMSHBEEITBHREFIIUT 1D
3ERCHIEEN. T2t TARMDSSE. BA/\-L2UID XK, BRZEZVEIRESE(C
X 2IRREZHRD A% (Availability) OHFICERMICRERELTLET.

ISMS (&, 1BIRtzF+ 1 U v OkfirIE= PDCA (BTl Ei17. iR, &) Y1 U)LzdEl
TITOZE&ZERDTED. D [E] (Act T2 —X) DERM, BA/(\—LZUIT> DK% ERR
DIEFDOBICEEN DEBEZIRMELUE T, 12257 > AR, ISMSD [)\TA - > XFHl] =
BUT, EENERTEFIUST  BIEOERICELS D TLINEHRL. REZREI D LICE

2



REHTET . NUTKD . BEDA 2T > IS8 SNTZHEIIZ AR (CHRAAF . HHE
EROY AL U T RENZFHRI(CHEIET DT ENEIREELIRDE T,

FJz. ISO/IEC 27002 (CEDEFREINDIEERDEZ L (F. YA/ L UL XEEH DT
EIRUET . I\ RIVIICHVWTHEENMNEKE U TRENTWS MEREF1UT 11227
hdit) Ao TSBEMGETERE ] (BCP) LWoIER(E. IR ZEY A /\—BEN ST HD
RS ERAEFIDOBRARNRERFITHD., BA/I\—LZUIAOERZKRIERERDET,

N N

ISO/IEC 27001
7/ 9%4 ISO/IEC 27002

(2KREBIH)

N

ISO/IEC 27001
fitEEA
(BEHR)

| C R

1. ISO/1EC 27001 & ISO/IEC 27002 DREIRE
RRED  [(BEMAES] ALBRETFI1 VT HNF O RDIZHOHEFIETRT A b ISO/IEC 27001, 27002 & 42001 FHADMLIR— b =26 (IR

ISO/IEC 27002 [CED K YA /)N\—-L S UI > ADRIEKR
AL S UL =R CHEET D/2H(CF. ISO/IEC 27002 DBIBRASTENI (LB A
L. HEMORBICENDE TRENICKEKIDIENMETY,

FRIHE(R
BIER 5.9 BERAUZDOMOEEEEEDEER
BER 5.12 1FikD4E
o HHNIMRE I DIBIMEEZHEN (CILET D,
o REEDEERELETEZHEICERT D,
o U /)\—KEVDEERERCELHCIRE - BIRIRNESEEZHIM TS DAHIZHIIT D,

BIER 8.8 KM L\551EDEE
o VI KIIFVOEHMEBZTEIICITL. Ny FERRRZBIRET D,
o —TEHIRIARMICDIRARNMFET DHE(CE. BEEENENDITONDIAHZEZ D,



BIER 8.13 BHRD/\W TV S
0 EERERT —HEERDIEEANTHNIC/I\WOT7YVITIT S,
o F 1M LtDERHEREZITV. ERICEIRTETRIC EXMHRT D,

XPhts

BIER 5.24 BIREF1 YT (>3 F7 > MEEDOFHERE NV 4ESE
BIER 5.26 BREFIUT A 1>2FT > bADMIE

o (I hRERCHR. MISFIEZBEXIET D,

o IREEIRES - HIKTERAEE - WICEEBZTIHEICT B,

o HEH— RPIRET>TL— haE2REBECHETS.

BIEK 8.15 OJEUS

S AT LRy MO —OtkEsDiRFicixe —EHRE (90 AU L) &RIFT 3.

o WSAMLEDTZSH T I AHiElE RS D.

1} )

I35 R —EXFAEFOTRFHEZHERL. BHBEHE/HILIIDICHETD.

BIER 5.6 FFIREDER

=
°

IPA. JPCERT/CC. ZEE/Q EHMIHEI SEE TS 2AFIZHIIT D,
TERRR/REIMR CEFSFIRZAREL T D

BHER 5.29 FEOHK - AERORHREFIUST v
BIER 5.30 FEMEOEODBHREFIUT«
o WEZE/IRICHIZ. PHEFBRIDTHDEIRS#H ZHIIT D,

ITIENEG. EHMFEEI(BCP) SHASNIEIBFIEEZIERT B,
EBI 25T AT E(EIRBMBE (RTO)E/EBIRESEIZE (RPO)ZIHEICT B,

BIER 8.14 BB - sfeDITRE

050 RREWINED \y 07y T&2ER U TRIEZHRR TS,

EBIRRF (IR T 7 MIVOAREREOERZHIE L. TEHER(ICEERET D,
BERENFELREDOIFEFECRR. ABBREFROFERICLIDIBEEEHB IO Z%#
fmLTH<,

FHEUE

BHR 5.27 BREFIUT (A>T MISOFE

il

4



12252 bILERHEZEER L. FRRDHESEREEILT D
BONIZZENZIROFIREEHRCRIRS T, WS ZHH (LT D,

BIER 6.3 BRzFa1 VT OEFEME L. BERUIIR

o FHEEXREUCHEZITENICEMRT D

o 1 [ EODEBTHIEMG - Eigdhsl - BIHHIRZHEE L. RSN ZHRTT D,

o HUN\RETE E S—Z2IVMBIIaL—23a>ZERIDETIARMEMRIGNS
SHERIREENRIEET T .

197 hRE 3. @&
(FER1EIR)

/

1. EaiEfE
(DR T LODEFEERE)

2. THhi
(B3 UiAsh)

v
2. BAN-LZUIDRZEMBLU TV TZHICHER 3 BHR
(e) IPA [HAN—=LZUISADEHOIAZ 15332 ~F1UFTBEFHERIZ AT -3 2 XAFI)LE~ | ZBEITIERK
FHIERRDIHEE LD (EEXG)
RBEES Y1)\ —tF1UFTRESA RS> Ver.3.0] https://www.meti.go.jp/policy/netsecurity/downloadfiles /guide_v3.0.pdf

IPA THNPEDBRTF 1 VT MWW RS> (83.14R) ] https://www.ipa.go.jp/security/guide/sme/about.html

WL [FLO—otFaUTHA RS> (5B 5hR) https://www.soumu.go.jp/main_content/000752925.pdf

IPA AL SUISROEHOIZT1 =5 —>3> https://www.ipa.go.jp/jinzai/ics/core_human_resource/final_project/2024/f55m8k00000070u7-att/f55m

~tFa1 VT BEECHEROIZ 15— 3 > XF)LE~ 8k000000710q.pdf




26-2. ISO/IEC 27002:2022 [CEDKBHEF1UFT 1237 > NEHER

BEIRE
5-2-3. 5-2-4, 13-2-7. 15-2-5. 15-2-6, 18-2-11, 18-2-12

I\ RIvOD MNETREFIUT 12> 5 > Mtis] Oftil(d. B RICREUET., &
niE. 91 /)\—L=>U I > XD Respond/Recover #EEDEAE L U TERATIEETY . COEIBKRT
(& A>22F7> MREEBRNUBS(CRmA. MSFIBORfEZRDTH D, Fie. BHOULER
DI, FAHLDUEE - RE. BRUBEFREANDRE EXWSZREL TWVWET ., 1>>F > bIE5E
T ZENDUNE ERIRZE L T, BRBIERZIRFT U, B#EARoiZE (RC.IM) (CRIRTDZ
ENRDSNET,

A 225> MHIGOEANIREIT(C(E, /)Ny 77w TPOTTRI SV o eI SR A £ 72 D
F9. CNSORATHIESR(E. Recover BEREDEBEZIRR LET . 1> SF > MRl OB 4%
(F. MIE - BIBOFRERE (RTO/RPO) 1. A >35> MISEIEROERMMSEE EFER(C KD THY
ESNBINETHD. THUFISMS DT A =X > AFHADEBIMER LD FT,

BB A>T > MG ZENRMCEM T D2H(C(E BERB(CKDHHE &YX THIRFMNARBIR
TY, BHREFIUTANVRZAS B XF A (JISQ 27001) (CEDE, ME#I1>2F7> D
EERZIE U CHFE L. MEFIBPHEATZHEN (LB T DHEN DD ET ., TNCKD. A
IN=LZUTZRD [FR - @] HEENRICER LE T,

NISTHAN—tF21)FT1ITL—LT—02.0(CSF2.0)Hae

il izl RN ST S|

A
4

HINFTIR
> N
i Bt
In -
- 25 B
AR A allfRERME
i
3. BHREFIVT 123 FT > MG A=
IPA [The NIST Cybersecurity Framework (CSF) 2.0 (2024 f£2 )] O&ERIRZE© & I(CVER
FHIEMRDIZHBE LRBR (S5
NIST Cybersecurity Framework (CSF) 2.0 (2024) https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
RBREES Y1)\ —F1UFT A RESA RS> Ver.3.0] https://www.meti.go.jp/policy/netsecurity/downloadfiles/guide_v3.0.pdf
WA [TLID—0tF1UTA A RS> (B5R) https://www.soumu.go.jp/main_content/000752925.pdf




26-3. YA )\—LSUI > XML LTD NIST CSF 2.0 IL—AT—2

BSEIER
6-3-2. 11-3. 11-3-1

NIST B4 /\—tF+1 U571 TIL—LT—% (CSF) 2.0 (F. H5P3EHMAT/\—tzF2V
T4 URDZEBIBTDIHDIEHTHD. BA/N\—L UL R (CA D RIRARZ IR UE
9, CSF 2.0 (&. Govern, Identify, Protect, Detect, Respond, Recover @ 6 DODHELRE THBRK =
nx9,

HAIIN—LZUTIRENDRERDDIE 1225 > NRERERORRRMITHEOEZEZIET S
Respond (RS) & Recover (RC) #EET Y, RSHEE(E. 1227 > bOF LA EDHTICERS
YT, WEDILAMIEZIBOVEYS, RCHEE(. BEDEIHEY—ERETICEREHTET.

¥5(C CSF 2.0 THsg=n/z H/\F> X (Govern, GV) #gElE, DAL ZUITIAMNIT
EBFIDEFBICEBES T MAMOI Y S 3 AU R EBEER (CIRAESND2HD by TH D> D5
REMERICULEFRT. AL U RN IT BFMERE TR, REBOERETHD L
ZIARE(CAIE DS, S0 X OBERAH (SHAAD T EZROTNET,

f/NESE(CIS(FS NIST CSF 2.0 SERDREIEE

NIST CSF 2.0 ZH/NEENHIRNICEA T DZHIC(E. BRENTZUY —XDHRT, EREHRE
AL ERMBEDREIENEETY . INTOMEZREICEEI 2D TR BHORRICIEU
TREEZEEIDILENEAENTI,

CSF2.0 124 NIST CSF 2.0 FREERE

Tier ([CBVT SRR RE

Tier 1~2 | #JHAEEPE | Identify(ID)./ IBIREEDIEE. 770t | &/INEOBAEWAT
Protect(PR) AHERDEIE, )\ | DL

w T MR, 750 R
UE— 7 OTRRIED
TERE. mWKBEEES

EEE S RHITOLEPN
Tier 3 FEERS | Detect(DE)/ OB 7S — MES | RIS SARFI D
Respond(RS) DIBE., 12272 MR | BE

& EXISFIRDEASAE.

7



TERRRY 7R FIIHER &SR D

Blm. =RREZES0E

roEE e
Tier 4 AREAERPE | Govern(GV),/ REBOTHLED1—. LU
Recover(RC) EIHETE SMEREIEDRE | ADES

&. BIHIERDERE &
HENDRBR, KPI (CED
<fHeeiEDLHEA D <
D

FUNPZEET(E. $F(C Identify (BEEUXODIEIE) & Protect (FRHHIVEIER) HEEABZ(CE
fim L. EXPERY(C Respond,/Recover AHLERL TULK S E T, BERERR IRENLMEH T8
TE%EY,

Govern #4gE (L. BREBOBSZHIEILIT DT LICKD, LZUIP R % [HE#E] & UTIR
AN EDBEDTY, ITHIHE, UTOXSRBRFIECTEE LOBEHEZBELET.
o UXTFHEHER"1> 25> MiEx. ARFLFUFHEMA CRERB(CHRET D.
o REERE IVXRTHEE] MBEIRML] [#%&75t ] ZREL. IT BFIN TN ZREETE (CR
BRY D,
® CSFHrE=ZEE it (Govern) (CHHAAF. ISMS 2 (EIREFFRHIDO—EIE U TEET D,

HAN—LZUI>RAOBENEZERTDIZHIC. UTDKDIRE D TIVERZEHRELUFT.
o lMREMSAE : & 2 B LD > 25> bitilliRz Eht.

o EIAKE (MTTR) : EESXFT ADIEIBRFEIZRTHE K D F8HE,

& NEREMR : FEAICFTE UZHEIRB D 80%L 72 Eh.

CNSOFEM (L. NIST CSF OEEE (Implementation Tiers) (CXISL. RN E
(Continuous Improvement) MR ZTEEN CIEET DIEHDEREEIRDFT,

HFAN—=LIITZDH

Identify(ID) Protect(PR) Detect(DE) | Respond(RS) Recover(RC)

B3] lyagfil %N PO &8
Govern(GV)
HINF IR

4. NIST CSF2.0 [CBFDHA/)\—LSUT > RDH
IPA [The NIST Cybersecurity Framework (CSF) 2.0 (2024 £ 2 A) | 0O&ERIRZE S & (CHERR

8



SRRz EE L1232 XM (BEXH)

NIST Cybersecurity Framework (CSF) 2.0 (2024 £EhR) https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
RREED YA\ —F21UFTBESHA RS> Ver3.0] https://www.meti.go.jp/policy/netsecurity/downloadfiles/guide_v3.0.pdf
IPA THNBEDEREF I UT « WRAA RS> (B 3.15R)] https://www.ipa.go.jp/security/guide/sme/about.html
JISC JIS Q 27000 : BHREFIUFT A NRIAD S RF - FHFE] https://kikakurui.com/q/Q27000-2019-01.html




26-4. BAN\—L S UT > REENDERRICRIT TZARIAILT

BEIRE
11-1-1

HA)I\—=L2UITP X BB#INSEIR. EUCHECEDIBENLGRS A IV DILEUTIRR
BDTENEETT. CORRNR7TO-FZHRAIT D LT, BT+ VT« WERDkITTR
NzZzpE . FCUY —-XICHFIDH DHFNMEECHWNTE. HENCHA/I—LZUIT 2 XEEHZ
BRIDEMNAIRELIRDFET ., CDOSAIYAD)LIE. CSF 2.0 D 6 teee—X(C, J\> R
JvODEIHDERANTZHRE I D E THRRN(ICEEEINET,

HANN—-LSUIDRZBRITIDEEIT L —LAD—IDMEELEER & HE
HA)\—LSUI>RX NIST CSF 2.0 F=z3E8 (UAI)\—L I\ RIVIBEES

SAITYLON p4eE SUIARRA) BiIE
%A - 5TIE Govern (GV) / REHEE & DRGSR 6-3. BERELL
Identify (ID) R VRO EEEDRE | CotzFaUTrxd
R, 12-2. YRDTF
TAA>
gl Protect (PR) BRI DFHINIS | 18 E. MBI SR
~O—)LDZEE 16 . ABIXIER
184N Detect (DE) BESIVA>IF> N | 2-1. EDR OEME
DERARR 18-2-14, B4R
i Respond (RS) wmEDF UiA, R¥E. | 15-2-5. BFHREF
dA=a1=4—>3> AUFAA2SFT>
kG, 5-2-3. 5
RREREDH
&Ie Recover (RC) HROAEREIE, YU— | 15-2-6. FEHG
EXDER sHESRE. 18-2-
11. \wIoPv>
E - EiS Govern (GV) / HENDRIR, AHIDsR 5-2-4. €125
Recover (RC) b, HRGERICE NASY )= e
Hw#H. 13-2-8.
ISMS:10.ck=E

10



ZDESI(T. NIST CSF 2.0 D 6 HEEZ & UK S A THA DIV Z2ERAIT D LT,
fRAE (S TBAME ] MARXN1 XS] [18IH] TehE ] Z—EORn & U TR (CEI9 Z &MV alEE(Cah
F9 . HFICHNEETE, BERIOCF1 VT EREREVTEATDIDTHRL, FEHEE S

BURENIRY A/ (—L U T KB OMII A B SR FT,

NIST CSF2.0 (CED K BRSBTS ILEI
2L S

CSF2.0 Eup&

Tier

FRHEGERE

Tier 1 Partial RN T,. BASE | SIKBRODBAH - 1BIHK | EXHE DM
(BB Bt SNEAFMFELR flzEfm (\wvory | B
Jit) (AW . EDREA, B2&E
f&HAEE )
Tier 2 Risk- UXRO=BFEL. AitE | EESXFTLDURYD | MEGRIXIERD
Informed SENMNREN(CHB=N | FHEZERL. 1>> | FA
(VRO | TWLB, 5> MERIRIE T R
EBE)
Tier 3 Repeatable | FIEY)L—)LHEHEEL | & 2 B EDIFESE TRATERYER D
(BIRNER | TN, gL E | . OJUERDEE WL
EBE) a—MEBEENTLY 1b. FERANRMEIRT X
B ~
Tier 4 Adaptive REENFEL. FEE | EEHZMAEMULC | BENRLD
(BEHNBE | EZECTHNCL> | EaStE. BERBN DI XRERE
EBE) DT> AZHERF LT KPI (CEDZEERRBRTE
Do
FHBIRMDICHEE L1223k (BEXR)
NIST Cybersecurity Framework (CSF) 2.0 (2024 £EHR) https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
REEES Y1)\ —tF1UFTRESA RS> Ver.3.0] https://www.meti.go.jp/policy/netsecurity/downloadfiles /guide_v3.0.pdf
IPA THNPEDBRTF 1 VT MWW RS> (83.14R) ] https://www.ipa.go.jp/security/guide/sme/about.html
FZHIVT (TSI - HINAS NMEEREN 1 RS> (2025 F https://www.digital.go.jp/assets/contents/node/basic_page/field_ref_resources/e2a06143-ed29-4f1d-9c
58)] 31-0f06fca67afc/d4e68a9b/20250619_resources_standard_guidelines_guideline_01.pdf

11




$278. YA N\-REZSORARERCHT RSHRMITETE

E27ET@EF. 1>25> hibstE (IRP) & IT-BCP Z#H&E L. ISO/IEC 27002 HKU
NIST CSF 2.0 z28 &L Uz, FHNSHIE - IR - tREF TR LD TSR LS TE
EBAN=LZUISRX - SATYADIDOBESEZF N EZBNELFT,

FRERBR

O IRP & IT-BCP &iEfE S & ICETEIDAA IR T 5 &

O NIST CSF 2.0 @ Respond./Recover #gE[CED <3t - BIHEEZIEIET S 2 &
O RTO - RPOSRTEW/N\WOTPY ITEICKBDBEERTITOCRZHGTTED &

O RC.COICKDEEBFIOOAZTI - —> 3> SEEMIFOERZIBfFI DL

12



27-1. YA )I\—LSUT 2 RADS5A TYA D)L ERIGFTEIDRE

BEIRE
15-2-5, 15-2-6.

RERRMISETBIORECHED T 1227 > MISEtE (IRP) & IT 2R AIKHMEUTZ
f&eetE (IT-BCP) &, UY=L RNS—KRE VTR CENEERTT ., H1/—L>
UT>XR(E. ZDIRP & IT-BCP ZmEHE =, FF5 (Protect) MS[EIE (Recover) £TZEE
9B PDCAHAUILELTHRENDZEED TLNEET,

sTHIRTEDE# /R DD(E. ISO/IEC 27002 DOERR. HF(CHMEIXR &, NIST CSF 2.0 D
Respond (RS) & KT Recover (RC) #EENIRM T DHRMNREHETT,

HAN—-LSUIR - SAITHAIIEFTIL (RhERT) §I
Jr—X

NIST CSF i#fExti: SHEDER (ERENZZED)

EEREN

Plan (5tiH) Govern,/Identify REEE ITHEHAFEBNHBE TYURITT7TERAAS
URDZRHEERE | baEML. ERER - 8E - S XA7L%Z8HF
fi@ E9dD. IRP & IT-BCP Z—iK{t L. RTO (i€

|[HEFREIEZR) & RPO (EIHRBEIR) ZiETE
EES

Do (%t - :EF) Protect/Respond | >35> NRERFICHIEM G ZHERE(CERIT
WIRRAHIDNE | D72, FIEE S EEREREFET D, HE
2 DA, FEDH. SHUREZSOMIE

JObILZEHEIL, 50K - UE— KR
IBICEHEATS

Check (FHffi - #%5iF) | Recover TN \w o7 v T ETURICZER L. 18
BERGCEIHETE | IBFIECH > THY—-—EXEBRTD. BRE
DEIT ANDIREINERERE (BR515E. #EX. IPA.

NCO /& &) Z=hlL. BIRRDOERT bz
175

Act (28=) Govern,/Recover v OFHisZZEmL . BRBIERZR
BENDRMR MR | EITD. ISMS D [\TA - A5HM] &E
E L. RUS—PFIBEEDEH. HESINE

DREULZERN(CERT D

13




HAN-LDUIDRZHIITDEHICE BEBDES. STEOHRE. T U TREDM] S0
S 3DDBERNEECY.

FI. REBOMSLEEZRECTDICENVETT . /(- L U2 X (SHEAMBIERREC
EEFST BEURTEUTHRADIREEDTY, REBNIUXTZHIL. HitEAHzEE
9D &ET. NIST CSF @ [Govern] HEECHIGUEREELANILOTEF LU HENERRUE
ED

RIC, ETEEMSE—IMET DI ENMIRNTT . >25 > bSETE (IRP) & IT S XF A
(CHHME UTziitfestiE (IT-BCP) Zfta L. [HEHXMILETE] EUTRELET . ZHUTKD. R
SNIZABTEDIERMNDRR(CHIGTE, BIEFOHIBIITHIO—EHNERSINET .

RAE(C. EOMBEN RNMEFELE A MICEIRDERZ EHRN (CFHME L. ZEIlEFIEE IR
(CRBRULZFET . PDCA U1 U)L 7z U TERIDZET, YA/ (=L UL X(E— KSR
TE>RRL, BBSUEEUTEBLE T,

CDXIIC, BEBICKDHII. STEEHEDRE. Mik/RtiEEND 3 DOBERZEL T,
R R BRIPCRIREL(CERICHIE L., FHRNISEERRNZE/DHDITENTEET.

Plan (5ti&) Do (EfiE - EA)
Govern,/Identify Protect/Respond

PP Rkt k=N TR TR B DB
Act (=) Check (54l - #REE)
Govern,/Recover Recover

FENDRBR & E FEME CEIHETEDRT

5. BAN\=LZUT>X(CHFS PDCA A1 DIL

FHBIERRDIHEE LD (EEXG)
NIST Cybersecurity Framework (CSF) 2.0 (2024 £EiR) https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
IPA [ NPEDBEREF I VTR RS> (B 3.14)] https://www.ipa.go.jp/security/guide/sme/about.html

14



27-2. NIST CSF 2.0 Respond (RS) #gE(CED < MWLE%E

Respond (RS) #gE(Z. AN eH 1 /\—tF 21 UFT0 1> 27> MTHUTITEIREC U,
TDHEZFHUIADDENEIBLUE T,

U

| 27-2-1. 1 >>5> MERGEHORTT (RS.IM)

BSEIRE
5-2-3. 15-2-5,

225 MREFOREZ&/\RCHIR . B#HISZ0IEE(C T DIesHC. MEISDTO
NI EERIDBEBRECER UIRTNERDFRA. I\ RITYID MEHREFIUFT 1122
T2 hMIE] (F. COREHIZ BB (CIBER T DTZHDEETT,

BRIEOMIGE T O—(F./\> RI Y ODIBERESFREOHE >BERBLEROERME TDR
(CEDEEMKESNT T, MBS TE. BRIANE. ROMNCEREFIUT A BEEENRSEL. #
EDMRZFHSTZHDIBE (FUiAD) TR (CITOHENHDFT .

ERREE D REmE D) BRBLROZS

6. REMEDME T O—

FR/NEZENY RS.IM Z2IRIY (CERE T D2 (C(E, 1&EID1E - SMERESE - SIER - ciED 4 RZE
RELTHFIZRBIDZLENEETT .

o FEE. ITHIA, RBHEIFEINTNOEEIZAILT D,
s CHIrORINZXEILT .
HEBZ4B5E (IPA. JPCERT/CC. TH1UFTARIAFE) LOEEZFHNSEMT D.
F 1 EREEDIE W LES) ZRKEUFIBOEIMEEREL. ECRRT D,
FRLE1 72TV, BSNIEARZFIEPHE (CRIR U IREZRD,

CNSOERZ kT I D T & T RS.IM (FERDMIGFIEDRE(C L EF ST HBOBHEITIE
NeEHDRIENIMIEH ERDET,

SHBIERRDIHBE LB XM (BEXHR)
NIST Cybersecurity Framework (CSF) 2.0 (2024 £EhR) https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
IPA [HNMPEDBERTEF I VTR RS> (B 3.14)] https://www.ipa.go.jp/security/guide/sme/about.html
IPA THNBEDTEHDEF 21 UT 41227 > MIIEDFEIE] https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx. pdf
JPCERT/CC [+ >35> NRMKEED A — L] https://www.jpcert.or.jp/form/

15



| 27-2-2. 1>35F> FORHEERHE (RS.AN, RS.MI)

BSEIRE
5-2-3. 5-3-3. 18-2-13.

12272 MHICOVEE TREER L2DD(E. [RRFKIA CHEHEEORFE. €U THE
& UTTRET GEL) ORETY ., CODHEESD (RS.AN) ZHERIDZHICE AT ACHT
D070 (L) OFEMNREIRELRDFT, FABIIRICHITD 1OF>T] (F DfEENE< X
DEHREMFTH D BRI (DA L 22w URE) ORINICHRAIRIGEHVZRES DcH(C. O
D DERGRE CREZHERCITORENSHDFT,

BERER (Mitigation, RS.MI) MZET(E WEDILAZH <T2HITRENMGEIZRZLET. S
SHADIT VRERECHTDERRE UTRSNE. VPN #RN\DZEZRDVEE (MFA) SRR,
BERY—)\N\DOERE > v > T Y —) UER(CHIR I D WL\ o TE AR SRR IBEDEZARES
PEREFEZE SIS LT YA/N\—L2UTIRENCERITDIEERREELRDET,

F/NEZENY RS.AN S KU RS.MI ZRENSER I DTHICE, iRl THUASD] [thE] @
3 ST IR (CRIE I DT EMNEETI . RS.AN & RS.MI (FERDIFEMLOFIET(FRL., #
BEAROTAN-L U XMETOTRE U THELET.

FHRIERRDIHSE RN (SEXG)
NIST Cybersecurity Framework (CSF) 2.0 (2024 £hR) https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
IPA TH/NBEDBREF I UT R RS> (BE3.14R) ] https://www.ipa.go.jp/security/guide/sme/about.html
IPA THNBEDEHDTEFIVT 11> T > MHIEDFS| https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx. pdf
JPCERT/CC [ >2F > MRMKEED A — ] https://www.jpcert.or.jp/form/

16



27-3. NIST CSF 2.0 Recover (RC) t#aE([CED S EIHE#

Recover (RC) #EE(d. 1> 25> bOFEZRITILERE LEHZEIHSE. @EERCTIUE(C
EiE 9 DEENZEZIRLE T, TD RCHEBEDHEIIN, Y+ /)\—L>U T XEBEDRINZRE DS
S

| 27-3-1. EIAstEDOREIT (RC.RP) LELEIHEE (RTO/RPO) DRIE

BEIRE
6-3-2, 18-2-11, 18-2-12. 18-3-1

RC.RP ({EIHETEIDREIT) DEE LU T, EIRDIELEZ A DIEER CHD RTO (BIFEIHEHE)
& RPO (BREIRKRFR) ZFHEMEETE (BCP) O—IRE UTHRRE(CETE LRRAITNIERD FE A
INSDERIG. BEBNESRABHE IR THBE(CEDVWTREY DEEIHIM /R DE
ER

EIBETEOYIRN - SRR EER (X, X/ \vOT7v T ETRIEDERTT . $F/\w o7y
TESHBLADT TR EUTARRIRTH D, EBIHOREZREDITET, F£/=. CSF 2.0 Tl
SRAFLZERIAINSA>SFT > MMIMA . RIR(CEBIATET DL DT T IR TISDLSUT
S ADEEENEFASNTNET, N B - FHEHERENS T+ 1 UT+ ZEE I D Security
by Design DEZX A%ZEIBTOCRICHEITDCEEZEBEKRULET,

FR/NEZENY RC.RP (EIRETE) Z3NRMICER T DEHCE TBRE] [BEIBAMTF] [N
wOPwT] KLl D4 DORRCEHBEEEIEIDSENEETT,

BiRs%E (RTO/RPO)

BEBZ AT ACDWT, BILEUTEHE CTE2HME (RTO) & KO TEHETEDIT—9D
g (RPO) ZHRFEICLEX T, CNSDFUBEL. EBLEED (BIA) OERZE EICERE L.
EEENFRLET,

BEIRGLT 7 LEIRSE

2IRFLZRBCEEI D EER#TH DD, BEECGU CTEIRIEFZEDHET. &
2. &SRAFLOEEEEEZIREL. RBEFR (V5D RHA. HERERAS) 2550 UHE
BELTHTENEELNTT,

N O 7Y T ETR{EDENE
17



INwOT7w T (& 13-2-1)L—)L] GHERK 28K 1 DZEATSAARE) ZEAREL. EHH
(CVURR7FR b (EIRRER) ZXRELET . 750 MRIEZFIAET 3155 BEEAID/\v D
77w TREHAM S1E AR EEE 2 fEER L. 2N E(CIREE I LM ETY,

HREE & eRE

EBIRFIEYCS RS AUIEFIROBEM T ZE 1 B EAREEL., EEERZRRU CETEZEFHT U
F9. CDEENE ISMS D PDCA B J)LICHEFHAF . HRHEHI(C IT-BCP DIERITS Z&E T 18
IHEES DAAE ZFHHET

ZDEKS(C. RC.RP DERAFHERD/I\IF7 Y ITHRHIDEBICEEFTST . FE IR & KAl
FERERE LA\ DU T REIOPREMUF T, FNEECHSWNTE, KIRTJEELRE
HMS RTO - RPO Z2XEE L. FIEDOERMMAEZAREL T DD EH N KHESNFT .

FHRIBRRDIZHEE LB X (BEX)
NIST Cybersecurity Framework (CSF) 2.0 (2024 £EhR) https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
BREES Y1)\ —tF21UFTBESH1 RS> Ver3.0] https://www.meti.go.jp/policy/netsecurity/downloadfiles/guide_v3.0.pdf
IPA THHNMBEDTESHDTEF 1 UT 1 A>T > MIGDOFEIE] https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx. pdf
IPA &R+ UF+ 10 KB 2025] https://www.ipa.go.jp/security/10threats/

18



| 27-3-2. BIROEHDI=1=4—>3> (RC.CO)

BEIRE
0-1-1, 5-2-3

BIETOLR(CHNTIE. AE (XA, FEBE) CSHEP (BE. RElZF. E5/IPA/NCO)
DAFT—IRI)IY — DO THERZRARE L BRMZE > TnE T DO T O ML w
ECY. RC.CO(BIHDEHDOAZ2 5 —>32) (& 1227 MREKOAKRFIEZHE L.
BT A =20 ENB TOIBRMREXIET DT ET. BEOEHOMIFICEIMUET, 1>
T MREER(CE WERRL. DEMIS. BIHOESIKRZEFEERE(CBUIRY AT AT

TEMIDZENROESNET .

NIST CSF 2.0 i -

EIHEE(CE D < WREHEIDE 4

CSF2.0 Hh>dJU— O] X E HE
HEE (RC/RS) (HAaI)\—=L >V (\>RITYVIOME)
T > RHEN)
Respond | 71> hEIE  FHUOIASH. 123 WIEIGDOEM. *wv ~15-2-5. Bkt
(RS) (RS.IM) > NOEI &SE |D—EREE =Rk & Y
i) 5> NG
5-2-3. BEFR4L
—EREDMML. ..
A>225F > Mot [REIFEA & s EEE fEUREFIEOMEYL,. T[5-2-3. BERLE
(RS.AN) HOOFE., SEHUR (A L > > w O3IE —EREDMML. ..
Ex
A7 NERR  WEREHL ARG LE & 1B 51 ID B8, Z2EXRR |5-3-3. BEH4rR
(RS.MI) HESRODELT E. v > TH— )RR ISR
Recover | {EIHEtTEIDEIT SRR TIEI(CE |RTO/RPO DSRTE. EHA |15-2-6. Ak
(RC) (RC.RP) D<H—EXDE IR/ WO 7w T T EETESRE
an (4 18-2-11. J\wo
7w

19



EIHDZHD I =

1= —>3>

BRI DR &
SAEBA ST —DRIL

BREA\OBEY)/EA &
NIRFIBDOHEL

5-2-3. BERYE
—EREDML. ..

(RC.CO) S — A \DERAEE
& (RC.IM) {EIRETE & T O¢ (BRI CED <BEF|5-2-4. 1235
ZANDEENDRIR |IERDEM. RUS—t > bS5 EERD
5] & &HH
13-2-8.

ISMS:10.c4&

RC.CO ({BEIHDzbD =2 =5 —>32) (&, {EIREBIRFOERHEHES S IBFRAEZEN T D
WEETH D, FNEEICHUVTIE, F5(C TEEAFIOBRME(C] [FMEREE ] THIRRERE] D 3 DD
BRZHFO(CREIDILENERTI .

BIE&H & EEEIRDIAH(E

BRRA2ITY MAREURKRIC(E. Bt LR, BEMICOEEEZSRICED. TN
TNOMATHH ERREREZ (12252 MHINERURA N (CFREHTHLIENEETT.
Flc. BEREPFERLE(CHEA T, ATSA 2 TESRABELGREARD—EZRELTHLZE
MEFNET.
ShaRhEEE CTRIFEE

D50 RO —EXHEIEF TR I DHEE. BEERERFOBRASZ2HEN°> SLA (CH
iU, FERNSEIREOZHE U THEETEI. EIHEE COREE - B5IEA OIS, BEHER
ZBEL. HABHREETRVWEEZAT CEMBLET,
sl & elE

EIRRDBEHRIDEFIRICDONT, F 1 BILLE, &S - kS - ARZEE UL ZITV. EEE
R U CREIDOFIEECRRUE T, COFEEZEL T, BFREDEIIERELIRITHREZSHD
ZENTEFT,

ZDX SR RC.CO DEDFAHE. BHIRDEWMIGTIFRL, BE LOBERMERFT—IRILY
—EHEOERICERLE T, FIEETE. RSNZABDRT, IT EHHEELEAMIIIG S IERFE
EERBITDHENZVCH. HENUHFIREEFEREZXELLTELZ LN BA/(—-L >
DT> R#{bDEEEDFET,

FHIEMRDIZHESE IRDNM (EEXG)
https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf

NIST Cybersecurity Framework (CSF) 2.0 (2024 £EhR)
BEEEE [1/\—tF2UFBELA RS> Ver3.0]
IPA [HUNBEDIZSHDTFI VT« A >S5 bUEDFEIE]

IPA TE3RZF21 YT+ 10 ABRL 2025

https://www.meti.go.jp/policy/netsecurity/downloadfiles /guide_v3.0.pdf

https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx. pdf

https://www.ipa.go.jp/security/10threats/

20



B28E. RIS AT Aft#xstEl (IT-BCP) O—IREULTODA
>35> MR 5

F28EF T A= DU RERICABRIFEIHRS A5 AflkiestE (IT-BCP) ZIRiZ
UIARE UTHIEE DT, TDHICA > 25> badisthdl - IBT 01X - ZENDRRE KU
R — KB (CHRAHAG. FNEETEREN(OERAGERMTHEAE U TEESED CEZBH
EUET,

O IT-BCP & IRPZHAE LA 225> MIAFIDEABEZIEF T S &

O RTO - RPO sREEIRBSEIEAI(CED<IEIR - B ETJOTRZHFT TS &

O S2HADIT7HRZESORMBIIREGHURE - SBIRORBERZLETS DL

O ZEIORIREMGHRET I ZERL. IR - EBRUSMNISIRZER UGS IT-
BCP ZHEEBCEE DL EZEFH I DL

21



28-1. "> A7 AflRs1E (IT-BCP) DBAREZR L4

BEIRE
5-2-3, 13-2-3. 15-2-6.

HBA)—LZUIDXOERE. IT AT ALAET—F (LU Tz EETE (IT-BCP) DEEN &
AEDTY, IT-BCP (&, YAN-KEBZSOHSWDIFRZEEL. BEORHBRZHEIH
AR TH D /ORIy IICHNWTERBIINRE UTERRR SN TLET,

HA)\—L UL KT DOEERFE FEBDOY -5 -2 v TDE L THESNRITNIEIRDE
BhAo 12252 MREAEROMIGZIESz+1 U r HHE DR (CSIRT 72&) ORE C&EZ
BBRE(C L. >35> MRERFCEFFERICRKRE ULITMIL A SRV, BEE EEZND L
BERDFT . FHICUY—-X(CHNSDH/INMEECHWTIE IT-BCP &1 > 27> MEEHE

(IRP) ZHiE L. UY—RXZHERN(TTERTE DR BRI DT EMHERENT T,

/NEERICHIFD IT-BCP (. BRSNEAE - R CERENSERTE DL D, [KH DA
b1 TEIRBEIBAIDETE] FIREREL] O3 BRZHRLICHTI D ENEE T,

IT-BCP &4

X% i TINMERE RiFE
F54tECR SlEEE
":Xt"""' % IT'BCP l‘)t =1
e MBS SIS 7= (I EIIE
I\ 77w T
IT B4 SRS B E BRI AR [T SHEMR
ShEpEE
=R
aTEIEY E - iR SERIEDIEF e S
IR
s o (BIAsTE I
RIS Bl S2iE 5™ REHEESIE 1 (R

22



EI8E25TIRL & BiResEH
KBS AT A EBEEE HEFLEE HET—SEX EHSES

(RTO) (RPO)
=it - W5 RATA = 12 [R5 1H ITHE5E
BE - RFRTEE = 24 Bfi] 1H ITESE
HANEHRS th 48 K5 3H SAERNR S
Lk - A—)L & 72 B 7B fersE =

IT-BCP D& KU eREFIEH

EREM(CH Iz TlE. ERY/\—HEE (NCO) ONEFFErEERRSE ™, RS —5—

bpsES= (NCA) ORREEYZ2177)L3E EFNIIREN SIRI D RN TY . Fill
(& 128-4. 5+ /)\—LZUT > REENMELEDTZSHDRENINER SR Z28RDT &,

IT-BCP (. BCP O MBEZTIFE L BRS AT LD BRI DMIZUIeAEE U TIED
[TENDNETT . FINMEET(E. REBOEEDOELET IT BEE EHEPEFIRMNMEE L. K]
BJREREEEN SMAE - BIRBR - mEFEZXE(LIT D LN YA/ SUT S b Dts

REBDFT,

FHIERDICHEE LR DX (BEXM)

NIST Cybersecurity Framework (CSF) 2.0 (2024 £EhR)

https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf

IPA TH/NMEEDBERTFIUT R RS> (B 3.15) )

https://www.ipa.go.jp/security/guide/sme/about.html

UNEET [HUIVEE BCP SREEMEE |

https://www.chusho.meti.go.jp/bcp/

EZRS+/\—HHEE (NCO) 2023 FFE NEFRUHIES EiEiks )

https://www.cyber.go.jp/pdf/policy/infra/NISC_enshu_20240327.pdf

BAS—Y— MEEs U/ (—RBEBIREHRT_=277)L]

https://www.nca.gr.jp/activity/pub_doc/drill_manual.html

CSIRT X5 —%7+wv b

https://www.nca.gr.jp/activity/pub_doc/csirtstarterkit.html

CSITR 25 —%5Fw ks ver3.0

https://www.nca.gr.jp/activity/pub_doc/imgs_u/CSIRTstarterkit_v3.pdf

23



28-2. 1 >S5 > MRMABIDRELL & BV DR AFRFIE

| 28-2-1. MBIHBO T T —X ERB (Respond HHEDESE)

BSEIRE
2-1. 5-2-3. 5-3-3. 18-2-11, 18-2-12, 18-2-13

A 227> MREFOEMIGE. WEDILKZE . FuR/MEIRZPIEEC T DTH(CHHTE
BCI. /\ORIvOD [ERRESFEOHE>BRPBLEROERETORN] (CEDE. UTF
DYENIEGHRITSNE T

o, FMEETE BEOTFI1 VT rBIEBENVVINEED, SRS (TIRT I D4&FIHh —
AREITY ., DIz, Respond #HE (RS) ZHRICERTDIC(E. UTFD 3 T —XTEICRE
R CEEBNMTEIEH ZBREEIT DM/ ETT,

OF:vilbat: v » @ #HUASH(Containment) » @ #B#(Eradication)

7. MEIED3 TT—X

O &S
EDRPOJERZE L T2 hEIRAUZE. BSCEREFL VST« BEEEICHRS
L. itk Zirs5 EITERT.

RNERICH T DRIREH
RADFE
EDR - 72 FDAILRES - OJER - EENSOBHRREZEAL. EREZHIELULE
B ITRPONNCEREAH (TR EIZZIT Do

HwEDHN
BIEG [1>2257> MREE (BEKN) ] (CUTOEEZRZ&HL. [T BEBEEE - §BE
J& - SMEB IT STEESEENET D

RAN 5

HHRS AT A - Uik

FRRE (B : REXA—ILFHE. T7AILEES{ERE)

IRFEDI IR

EEEKR

SEPIRBAN DR

24



WENERKXCFLERMZFE(F. IPA [EIRTFI YT« L OEREO] 12 JPCERT/CC AD
REZIRET I D, BEANBRFERVOEEEN G DHEE. ERCEDFBEET\DRELE
HETHD.

@F UiAsh (Containment)
WEDILARZF<Tzdb. RV N D—DDES X LADEIEIREDE/MEEZE U X
I, OB, BEDFDIZODIHURENNEBETH D, AT LD (OY) &EHELRW
EOFEEIDRIINERDER A

R/NERICH T D RIEEH
HUASHDEK
WEDILKZHE. M RAT LANDREEEERT D,
BRIIMELL (IEBREZILARTE DI, FHELHEDRE LERBIIENER THD.

SRHEFIE
o XF - RIEFIUTRZRIFTeHERZRY NI—ONSHIDEET
(LAN &r—J)UiR#R. Wi-Fi 3R &)
o H—)MUSTREIRETIE. WRAAYLADMREH - FLEEERET D
o O -fHl (SRXFTLARY - POCRERE) ZHBRET(CHRET D
® T ARTAR=Z0OT I 7 AIEREIIINEPEARICI\Y TV TF D

SHEIZIRER
HUADEEZBH TRE CSRVGEE. ZHUTWDSRT LRI OIS RS
—EXRFEE, ISPIRECEPNCRIBZKIET D, CNSDOERE(F [RBRUERY X
b ICEERU. IT-BCP XEDAFRE U TEELTH L.

3iB## (Eradication)
WEDODIEARRZRHEL. BEOHDI IOV S AVPRIEZ IR ZTE(CHBRUET, &
DVEZENEIBROBRZH S TEHDRERDET,

RUNERICH T D Ri%iaEt
1B¥EDBER
KWEBDRA (WD, RERE. MeiFHRE) ZHRL. BRZHLEIDZETHD

FERRMEE
o LT 7 AINOARERXTIUT bDHIBR. LA KUMELE. 77O EBRTEZ XM

25



o a1V /\WFERAYLIHTY MEFEITZITV. BEARISZIER
o S XFAEBRICEWRRDAF v EERETITV. BREENIRNC & =R

PO EREGE 5 Ptk £ 4=
BVEEOEMISR] - BY4E - FRELHRLU. [1>3F7> MNIGER] U TRELED .
SLERNE(FEHED RC (Recover) J 1 — X TOEIHEHENBFEMHLEREKTE (RC.IM) (TE
BUEY,

BT T —Xm 7RG, FHERGEEHR CLE1—ZFMmU., IT-BCP SKXU IRP [CRIRLFET .
MIGOT 7z 2 (CHENHIRT - EIEREE - HOAHFIEOBMMZDITL. FEREHZITD LN
BEINE9.

FHMERRDIZHBE L1233 XM (BEXH)
IPA TNBPEDEDDEF I VT 11 >35> MIIEDFFIE] https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx.pdf
IPA [HNPEDIERTF 1 UT WA RS> (563.15) ] https://www.ipa.go.jp/security/guide/sme/about.html
ERY/\—HIEE (NCO) 2023 £E HDIFEMIIED iR ] https://www.cyber.go.jp/pdf/policy/infra/NISC_enshu_20240327.pdf

I 28-2-2. S LAD I PHENSDEIEZHERICT DEITHINRDES
SHUAD I TVRENSOEEZRKERICT D8 /\> RI v ODERNRMIERZEY /-1
DU REHI DA E U TRAAADRE T,

ZEF0E (MFA) DER
VPN $#5 DRI (C S BRI ZRE L. B DEADETZIRI DT & ID// (XD R
R IC L D RERARIEZEN I3 L TROEBBRIMIIHINER T,

BARRREN
o INTHOUE—KMEH (VPN - U350 REEEE/LLE) (CMFAZERT S
@ XN—hIAZTTUILCELKDT2IALIIRXDT—RAR (TOTP AR) (FEEGBHIRR
<HEEIND
o BHEINI> D MFA BALL., ABERNIFR (BRO—F) Z2RECRETD

F Oz AHHD &b

BERY—)INDUE— MFRI MY TEEE. v T —) I B0EERDH CHIRY 373
E PO ERET D, TNICKD. BEENNEBCERA LEOBRERD YU XU ZERT
EFEY,

26



BkpyiRsRzp
o SEIH SDEEZ/RA VPN #ZBH(CIREL. AEQXRDP/R— b (TCP 3389) ZR#HI D
o HBEFHDL bREIEL. #ERDE (BIEE /—MRI1-—Y—) ZHEID
o BEEFTHIAIFG EEERZHDI-—Y—] ZREL. 7OEAXOJZEI}REFIT D

N o7y ETERIE

ERIR W 7y T 1F,. WEEZ DT —FERT(CREIRTH D, TEF. S RFAD
DA EBEL. RTO DEREXIELET. \yvIT7Y TF—IDTLEDEEN T 1 )\— L
UL AOBEZEREDFET .

=17 X:hpe =231
o AFEF—HE(IMEBEN - BEBENCHBESNTZ/\WOTYVT (ATSA4>2\woT7vD) =5E
HE/Z(GEXRTEIS TS
o UTURN\vOVYIEFAIIEEE BE/N—-3 > 1E87x] #eezBMbL. BS{EIR
BENDBAETD
o \wOVYITDRFRIFEE HANAS+ISIR) &L, RESAEZREICTD

S2HAD T MRIIFMEEAT DIET TR MBI (CAREE L. RIR(CEAINTDHERE T DIRRE
ERDOCENEETT,

FHMERDIZDHBE L1233 XM (BEXH)
IPA TNPEDEDDTFIUT 11 >35> MIIEDFEIE ] https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx. pdf
IPA THUNPEDIERTF 1 UT WA RS> (56 3.15) ] https://www.ipa.go.jp/security/guide/sme/about.html
ERY+/\—HIEE (NCO) 2023 FE DEIFEMHIIED Kk | https://www.cyber.go.jp/pdf/policy/infra/NISC_enshu_20240327.pdf
IPA B3R+ YT+ 10 KB 2025] https://www.ipa.go.jp/security/10threats/

27



28-3. {8IH - EEI OCRA EHENDRIR (HERE)

| 28-3-1. I8 (Recover) #MBFMILRDENE

BSEIRE
5-2-3. 5-3-3.

A >35> hOEENHESR SN, 5TE (IT-BCP) (CEDVWTERXFTAET—IMIEBPIRREIC
RNz, EANRBREPBLILRZIE - RT3 MY AL U RENME LICAREIR
TY ., OB BERRBDIFHZODHIMELET( 2L RARNIRRCEDWZHRZEMT D &0
KHSNFT . FIR(E FHETZHD> bD/NRD— REREED, MesstiEiROER#R SO
EBRFIEZHIHAHETT

BREPLEREG, BIRR(CREFRRZRIEL, SEBZAEEBN\EESEDIENBNTY, —K
HIRMETIRDSEY . MGEHNRNED A IILE LU TERIT I EMNKRDOENZET.

[REID>Hr LERERDILE
BIHRE. 12272 MR - B - AWZERICHITTHIRLET.
® il : ERTEAME. Mt REFHYV I K
o R : EIBAHIDEE., FIRO @
o AB: HERE. EEMEDRY
TNENICH U THERZPRHELL. IT-BCP >35> MG ERICKIRUET,

CRED R & 5ok
TRUIEHRE, 1B - HAR - RS EZ R U CRIBLE T, tERSZE [l NEA] 13
B [HMBEE] OXDTERL, TTRR T EREEENINRZHREL TRRLUEI. T0E
FAZEMNICREY Z&ET. PDCA B JJLD G (CHBEL & T,

BREpLEEELED—

WEBRESHFPFCEERTRRL. KRR THEEPRFEICROBUEY . BB(THU TS
SPIROBEZ/T. WRORHMEZEHFET. LEI-HRGBEBICEHEL. IT-BCPE
B ICRREEEY

FHIEROIEHSE LB (BEXM)
IPA THHNMPEDEHOEF I VT 11237 > MIIGOFEIE ] https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx. pdf
IPA [HNBEDEREFIUT A WRAA RS> (B 3.15R)] https://www.ipa.go.jp/security/guide/sme/about.html
ERY+/\—HIEE (NCO) 2023 FE DIEMIIED KRS | https://www.cyber.go.jp/pdf/policy/infra/NISC_enshu_20240327.pdf

28



| 28-3-2. HENDRB & MRS (RCIM)

BSEIRE
5-2-4, 13-2-8

HAN—LZUIDRENZHNCEDDEHICE 1227 beho/Eonic [foEs
iRl ZARRME L. ROBISEEN (CEHT D ENRERTY, ISMSD [tE] TOTAZE
AU, 12257 b OEEHMEz0 I EZmUET,

NIST CSF 2.0 @ RC.IM (Improvements - tf&) H7>IU—(F. EIRFtEETOTCIN. @
EDARY S SESNTEHIZHRAHAATNDC EZEE(CTDILOBECERLTVET ..
DEZRNRBRMET A OIILZBC T, B#EEFIVTaRUS —DHET. AT AFETONE

(Security by Design). SXWIIFRABTDRELZITUL. JFROBRE(CK T DiE#EEADL U
TIRZEHNCELEETEET,

EBIRRICESNIEHIZEICEESE. MEN(CRETDHDFIEZRLUET . [BRERHLE
ROFER] THHUZNEEREEZ, B - X& - HE\RRIDZZEZBHNELET,

BIh = & ERRED AT LR UM Gl D EE T
A 2252 ML T, BN SEIEFTZRDRD. WS EDINR EREZRHELL
F9. IT EIFEHE LEEREPINSNT B E1—REF ML, BEIZROBFRTEREL
9,
o TFEME : mEFIEOHIRTOELR E
® IiimE : EBREMETERDOAE
o (KHIE : EIDARFHE S INEBEE DA
fEER(E [eREeCiRER] &L TEED. BEMIGTEORREREUET.

WEREDEE L RIR
CEIRE (C(3BY - BAR - SRR 2 U, B 2 EMN(CHER L E . B M14lT) &
Al 88 1&7E8E] RECRYUTEETZEHMRNTY ., HEHRE. IT-BCP OFIEE
REDBEXENRIRL ., BHIFCHHEEBCEHELET,

R EEDLEHE
WEDHREHE L. REMEE DRFEEOWEABEHROMUET. Zd PDCA EDiiE
BA U =BL T, IT-BCP & [HHEHIICHRY D511 &L TERATEEY, Fo. Ik
REGENFERISOHPIHE TIRE U, R AORHM LCORFEY,

29



FHMERDIZHBE L1233 XM (BEXB)

IPA THNPEDEDDEF1UT 1A 25T > MHEDFEIE] https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx. pdf
IPA [HNEEDOBEREFIUFT A WRAA RS> (E3.15R)] https://www.ipa.go.jp/security/guide/sme/about.html
ERY+/\—HFIEE (NCO) 2023 FE DIFEMIIED KRS ] https://www.cyber.go.jp/pdf/policy/infra/NISC_enshu_20240327.pdf

30




28-4. YA )\—L S U T > REEHE EDIZHDRENIRHEE & EEF

BEIRE
5-2-3. 22-3-4. 24-1. 24-1-1.

B'(E{L’.E-_W’LT IT-BCP/IRP MEMMEZHR T D/2H(C(E, EHNRIIEEEBENATT . JIHE
. FTENRI2RF (CHEET DNEIRELL. ERFREOREIDRE(EEBRER L(CHFSLET.

X RBIGNFRDHELSR

[(FEEmT]

AU RO ESREHITO, MR IZT1 =5 -2 3> 21 L —>3 > 9 BilEN
WETY,

(EFBSEMEIT]
EIEHY 7 /)\—B5iElEESE (CYDER. RPCI72E) ZEAL. 12272 bGAHDEIRDERK
R FIR B SEXT.

AMBERDHE

TF1 VT FFIAMBSNORREEN A > 25> MREFOIEAMIG GRS, Eig. FHUIAD
XIE) Z@EUICITRDLDS. [TSR - wFa VT« | FEMIFEHEREREZEA Ul 4+
IWERNRETT ., COIFFFIAMDOER(E. UY - RENGH/NEEC E DT, SHEIDEFR
REDBEHEZMEICTD MBELE] ODHERICDIINDET,

IT-BCP [CHBITB1>SF> M (IR) AHIDEERFTWY D' & ENDR R
? EBRNBOEE (14 I\ RIVIRSE Ha/)(—LSUI>

N—LSUI>RAR £ %3 ABEHNDEBR
=)

#{F - 1@ (Plan) IT-BCP/IRP 5R3E. 15-2-6. Skt %’%E%EHE}OD&]‘FE
RTO/RPO :%7E. il | BEIRE 11 ERGRME DR
1B, EEEM 24-1. XHAAFTiERE

HUFa2S L5
®RAE - DR BRIOSPHIRIMEFE | 5-2-3. BRERE> | ®HELARDOBIE (3
(Detect/Analyze) SHOIFE. OJFRE | FEOME... UiA&)

18-2-13. OF>4

€18 - B8 (Recover) | > AFLAD1E. Y— | 5-3-3. ERNIT | 1L —RBED
EXBR. BAMEKD |ILK A

31



el 18-2-11. J\wo 7
w
o= - A BHIMMCED<EBER |5-2-4. 12372 |l UL
(Improve) BrIESRDEM. /RUS | S EERDEE | XML EERHED
—iET. JIEREL Z)8 3E| &S
13-2-8. ISMS:10.
o=

IT-BCP DR - BEZET B SRIKNEFIR
IT-BCP (B> RTLAMBETE) (CHIFDIIMEEEZ. ARERICEESEBITHDREEN
BFIEZERUET,

R - BERERDILE
SIFRITHEIRDRRFE (TG U, ERBER(CEAUXT . FIHA(E [ETEERE &EEMHEE ] ZBNEL
e EIRZRME L. 2DR. EEEIRRYHMENES (CYDERF) NEESEFY,
o HLEIR (BAE) : ISEFIE - HIiH)L— kR
o IREHEIER (TA) : >FUA(TH D EREBIIE
o SMENEZE (RE) : MR L DEREHIRICKDIILII5IE
CORBEN7ITO-F(CLD., EBOROVIIBRGAH ZBETEET,

sl R ETE & 1 EI 54845
SIBREM(CHIZD T, B - R - SAEZ A (CERELE T .
o B : YIBICOEE. EISATIREE. EIRFIADHESR
o X :REE. ITHEIE. EELERECHUTED
o HAE :F 1ML EEEREL. HKHIEER(SENEM
SIFRODMEST - SCER(S IT BHENRE U TEBVEEA. IRERBCERMUD I VTR
BEL I D ENEETT,

TERDECIR & NENDRIR
AR (E. FHBRVOEMER TR L. ERZRBIELET,
o EIRAFIDAEINE (FREEEIFIRFNOEE)
o i - fERDzEME (BRELMTIRDEE)
o WEESM (FrEZE LDFsEE)
FESR(E IT-BCP XE(THRA L. REIDIEY A JILICKRRUET . ZOfkEerY/R5ERnt, B
DDLU AELECERFULET.

32



S EBSZIRODIE
BiBfD»H TDIIEERANRE MBS (E. IEPIBEZERN(CFRELET.
® IPA: duhiPEMITY/\—EBHEA. CYDER JOJS A
® NCO :EBEFI/L - IlfFE> 71 ADiRM
o s : T - BT 1 VUFT v EEREEDEREIERE
NSDOXEEMAAENHEDZET, MGEN TIRENRIIERBEZE/CETEI,

FHERRDIZDHEE LI12B XM (BEXH)
IPA THNBEDEDDEF1UT 1A 225> MHEDFEIE] https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx. pdf
ERY+/\—HFIEE (NCO) 2023 FE DIFEMIIED KRS ] https://www.cyber.go.jp/pdf/policy/infra/NISC_enshu_20240327.pdf
TFIUT 14235 ML EEBEM https://www.ipa.go.jp/security/sec-tools/ttx.html
UNPETIET = — (IPA &) https://www.ipa.go.jp/security/seminar/sme/supportseminar.html?utm_source=chatgpt.com

33



fRSEiREC

E 10w ClEF. BA/N—LZUIDAZEBHITEE LIAD S I THRONIMIBE DT L13D IT-BCP
EA>ST > MGETE (IRP) D&, EIHTOTRDIZICDWTBITLUE U, FFC. /)
TEMNRSNIEYY —XOPRTREN (CEDBD2HCE FHMSEIRFTOTOERZ—EU
TEARREVTIRDS TENEETHDIRZRD TR LE UIC. KiF Cld. 2D 2 DO5FtEZE —K &
UCEREL, RFHICEIUARIE UTERT DTHDRRZFLICHRF L TLET.

=5(C. Respond HEE(CED <HIEBXEDEEME(CDNTEED EIFFR U, #&RA] - ks - HU
A - IRIEEVNDTNIE, EOHBCHENTEA ST MHEOHBOBIRERDFT, TDE
IMZEX X DD (F. BENROTERDGE DB & W\ o TEEARRRMEAH TY . SHEREE
EOEE A LENBRDEM. FEERDEFROMEIRE, FEEICEBIDINRSIEZNESFEIDZ
EEBTALTNET . =5I(C, EIHERMETIE. RTO XU RPO ZFRIICEREL TH K T ENMEE
EHOBRREZAS<AGIDZE. Ny IT7YITORUSIRITTRL ., ExnlfetatER I
SHDOTERANRMREE. 1BIBRDEGNZ ED LD (CFIREIFRANRIRL THOLKMNEDNWTERARN. &
EQTOTCRANEBMOBEEHZDED(CDIIN D EZMBRHLUTNET.

A= U XD58E (. FTRIOXEL, ERAE DR, JIEROENM. /v 77w THEE.
FEIDRRE WD T2, OEDOEDDOMD HEHZHER(CHEH LT D E&T. #BDIEIRN Lk
FRELELEULET . KiFH, BESTOHEBTHDBOARSIEHZREIS ONFEAD HED
EBENSYA/N—L UL XCEDEDES > MNFERNIEFENTT,

34



51 A3k

PRI Y A /\—tF 21U DEKR/\> RT w2024
https://www.cybersecurity.metro.tokyo.lg.jp/security/docs/Tokyo_CyberSecurity_HandB
ook_2024_Text.pdf

NIST Cybersecurity Framework 2.0: Resource & Overview Guide
https://nvipubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.1299.pdf

Breaking Down NIST CSF 2.0: Categories and Sub-Categories (with Real-World
Examples) | by Brittney Ginther | Medium
https://medium.com/@brittneyaginther/breaking-down-nist-csf-2-0-categories-and-sub-
categories-with-real-world-examples-9bc611c87eab

The NIST Cybersecurity Framework (CSF) 2.0
https://nvipubs.nist.gov/nistpubs/CSWP/NIST.CSWP.29.pdf

HAN\—LZUTITD R E(F? BEMEG AR EPBCPICR AR - NTTRIEESRX

https://www.ntt.com/business/Ip/cyber-resilience.html

Breaking Down the NIST Cybersecurity Framework: Recover - CyberSaint

https://www.cybersaint.io/blog/nist-function-recover

NIST Cybersecurity Framework 2.0: Key changes to CSF - Acronis

https://www.acronis.com/en/blog/posts/nist-cybersecurity-framework-20-key-changes-
to-csf/

35


https://www.cybersecurity.metro.tokyo.lg.jp/security/docs/Tokyo_CyberSecurity_HandBook_2024_Text.pdf
https://www.cybersecurity.metro.tokyo.lg.jp/security/docs/Tokyo_CyberSecurity_HandBook_2024_Text.pdf
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.1299.pdf
https://medium.com/@brittneyaginther/breaking-down-nist-csf-2-0-categories-and-sub-categories-with-real-world-examples-9bc611c87eab
https://medium.com/@brittneyaginther/breaking-down-nist-csf-2-0-categories-and-sub-categories-with-real-world-examples-9bc611c87eab
https://nvlpubs.nist.gov/nistpubs/CSWP/NIST.CSWP.29.pdf
https://www.ntt.com/business/lp/cyber-resilience.html
https://www.cybersaint.io/blog/nist-function-recover
https://www.acronis.com/en/blog/posts/nist-cybersecurity-framework-20-key-changes-to-csf/
https://www.acronis.com/en/blog/posts/nist-cybersecurity-framework-20-key-changes-to-csf/

BEM

REEZER [UA/)\—tF21 VU7 BEHA RS1> Ver.3.0]
https://www.meti.go.jp/policy/netsecurity/downloadfiles/guide_v3.0.pdf

IPA [/ NPEDBHRTFIUT o WHRLT1 RS> (8B3.10R) |
https://www.ipa.go.jp/security/guide/sme/about.html

WEE [LDO—0otxFa2 U1 RS> (5E5kR)
https://www.soumu.go.jp/main_content/000752925.pdf

NIST Cybersecurity Framework (CSF) 2.0 (2024)
https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-
att/begoj9000000d400.pdf

JISC [JIS Q 27000 : [BERTCF A VFT A NRKIAD M RFT L —FEE
https://kikakurui.com/q/Q27000-2019-01.html

FZHILT [725) - F)NA S NEEREH A RS> (202545A) |
https://www.digital.go.jp/assets/contents/node/basic_page/field_ref_resources/e2a061
43-ed29-4f1d-9c31-
0f06fcab7afc/d4e68a9b/20250619_resources_standard_guidelines_guideline_01.pdf

IPA TH/NBEDESDTF I IT 41227 > MIRDFSIE
https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx.pdf

JPCERT/CC A >25F > NEISKEE D 4 — /s ]
https://www.jpcert.or.jp/form/

IPA &R+ U5+ 10KXBE 2025]
https://www.ipa.go.jp/security/10threats/

FUNEZEFT [H/\EEE BCPRRTEERTSE |
https://www.chusho.meti.go.jp/bcp/

EZRT 1 /\—#EEZE (NCO) [2023FE nEFtakinEs Ehtikes
https://www.cyber.go.jp/pdf/policy/infra/NISC_enshu_20240327.pdf

HARS —H— MpEs [/ —IREBEBIIEEE~ =277/
https://www.nca.gr.jp/activity/pub_doc/drill_manual.html

CSIRTRAY—H5Fw ~
https://www.nca.gr.jp/activity/pub_doc/csirtstarterkit.html

CSITRRA—4A+%w ~ver3.0
https://www.nca.gr.jp/activity/pub_doc/imgs_u/CSIRTstarterkit_v3.pdf

CF1VUFT 1225 M EEEEM
https://www.ipa.go.jp/security/sec-tools/ttx.html

36


https://www.meti.go.jp/policy/netsecurity/downloadfiles/guide_v3.0.pdf
https://www.ipa.go.jp/security/guide/sme/about.html
https://www.soumu.go.jp/main_content/000752925.pdf
https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
https://www.ipa.go.jp/security/reports/oversea/nist/ug65p90000019cp4-att/begoj9000000d400.pdf
https://kikakurui.com/q/Q27000-2019-01.html
https://www.digital.go.jp/assets/contents/node/basic_page/field_ref_resources/e2a06143-ed29-4f1d-9c31-0f06fca67afc/d4e68a9b/20250619_resources_standard_guidelines_guideline_01.pdf
https://www.digital.go.jp/assets/contents/node/basic_page/field_ref_resources/e2a06143-ed29-4f1d-9c31-0f06fca67afc/d4e68a9b/20250619_resources_standard_guidelines_guideline_01.pdf
https://www.digital.go.jp/assets/contents/node/basic_page/field_ref_resources/e2a06143-ed29-4f1d-9c31-0f06fca67afc/d4e68a9b/20250619_resources_standard_guidelines_guideline_01.pdf
https://www.ipa.go.jp/security/sme/ps6vr7000001buco-att/ps6vr7000001bucx.pdf
https://www.jpcert.or.jp/form/
https://www.ipa.go.jp/security/10threats/
https://www.chusho.meti.go.jp/bcp/
https://www.cyber.go.jp/pdf/policy/infra/NISC_enshu_20240327.pdf
https://www.nca.gr.jp/activity/pub_doc/drill_manual.html
https://www.nca.gr.jp/activity/pub_doc/csirtstarterkit.html
https://www.nca.gr.jp/activity/pub_doc/imgs_u/CSIRTstarterkit_v3.pdf
https://www.ipa.go.jp/security/sec-tools/ttx.html

FUNEESIRT = — (IPAEE)
https://www.ipa.go.jp/security/seminar/sme/supportseminar.html?utm_source=chatgpt
.com

37


https://www.ipa.go.jp/security/seminar/sme/supportseminar.html?utm_source=chatgpt.com
https://www.ipa.go.jp/security/seminar/sme/supportseminar.html?utm_source=chatgpt.com

FIsESE

mBCP

Business Continuity Plan
(e TiE) DBg, 1N
KEVPFOREREDRZSE
RRICEEUZRIC, HEZR
INRICHDR . (EZEDTFHE(CE
DIREGEBREEZMREE
JZ(ZRHRIEIR I D I28bDETH,
26-1-2

mIRP

Incident Response Plan :
A > 27 > MIGETEIDES,
YA\ —NEDBRRERE
DFaUF4A4>2>F> b
NREULRIC, HEZ&N
PRICHDZ.. dLR/REIHEBFRE
Bl ZNDIeHDXELE=N
foEtE, #A - A7 - EDIEF
T EDLDCHIETDhZ
BAtE(CES. FRHVEELR <
TETEDLDICTDIE®R
HiE 9D, EEPHERIICE
DTAAIRIENETHD.
RO S EHNRREE UL
BELIND,

27-1

mIT-BCP
IT Business Continuity P
lan DB, {EZEDFZEHRGTETIE
(BCP) mO—EBEUTRET
B KEVDPUA/)(-INE, =X
FTLBERECKDODTITEZR
FSLAMEILEUEIBETHE. %

it - RHEIHTED X
DL BDIZHDETHE, BFED
EERQBREENI AT LD
RE, BROS/IMEZEHHN &
L. {EIHE#E (RTO/RPO) ¥
REFER. N\voT7vT X
TLDTURIL. 50 REH
IREDHRNEEFND. IT N\
DIFENZTFDRA(CHN
T, EFNRREL LRz
BUCERIMZESHDIZEN
RHB5ND.

27-1

EMTTR

Mean Time To Recovery
D, S RAFTLABEDOFEEN
S5H—-—EXNEEICEIRT S
FCOFEFh BRI Z R 18
= BIHERE - ERAKSI D
AEZRDERICHWNSN., £
BEMEWEES X LDIERE
MR AMUNEV EFHlEN
Do

26-3

mRPO

Recovery Point Objectiv
e Dig, > XF AREEDPH 1/
—WEREDA>2SFT > MR
HIF(C. EDBFREFETDT—
HEBIHNRETDINZETESD
D1E1%,

A7 > MREERIOEN
DT —SERZHE TS

38

ZhErU. I\ o7V TD
SEVRERE. T —9FRE
DFEIE ST RODEHELEIRD,
w78 RPO DEETEICKD.
S —FEROFEZR/INR(C
. duRIREIR & BT
BERZDICHDEEREZEE
LT, H1/)\—-L2UT> X
DEFZTHEERNTLD,
26-1-2

mRTO

S AT LAREDRTA)—IY
BREDAEIFT MRER.
EBEOCU-EXZBHEITDE
TICHBNDIRADFILER
BlZzEHDER. ERCHE
IREFEID ERZRL. X5
ItERK. EIRFIE. KBFED
HETCHBITDEERREELR
%, IR RTO DFEE(CK
D, EFB\DOEEZFR/IRIC
Mz, fuRRFY—-EXERE
FHEihzEIH" I D, RPO (R
ecovery Point Objective) &
HET, AP/ (-1
SUIT > X% SRDE
BIREREIND,
26-1-2

m7>>5>h

BIREF 2 UT 1 DDEFIC
HBNT. SAFLEE, /X
—IRE, BRI RIEF7D
TR NIVDO T RS RES



RIRE, EBCHERERIFTT.
XE(FZDENNHDFHEL
IRVWERZIET,

CNBIEFSRFT LD THE
- ST - nI A (CHEEE
5X%. H—EXEIEEHET
7. SRR, FENIEKRZE
<HJEeN DB,

A 22T MRER(CE.
HURARAN &S, B DR
M. [RRIDRFE. BFRSLE &
VWD FEBEt iR ishiskeb 51
Do
26-1-2

m/)(—L>UT>X

BB XFTAE
ENEELTE. EBORE
MR U SR EZ &)\
PRICHDZ., AR (C[EHE - WIS T
SDHENZET .

FERD [FEL | DB )X
—TFa1UFTqCHL. RE
ZRTDZ EZBIHRIC [EX
3 MRS - [EHET D - @EILT
21 EWDTe—EDXE %
SOEETH D, BROBE
Rt CEREZFHD D
DEBIRFERELT NIST C
SF2.0 THMEDIFSNTL
Do
26-1-1

v > TJH—)(
ERR Y N D — I RER
BEMS, #EEosH—/(

PEERIATLNEER(CT
DRI DIEHDHfRm ETR
DAY —/\, & [BHED
— )\ EBMEEN. EIEDE
ZHRLU. v >TH—/UR
RICBREITDZLET. 7otz
AFREEOOfH . FREERIE. #24E
O DO—cEBEMNAJEE LR D,
RIET7 O APABBARIED
UROZ BB TESDIEH. &z
FaUrFr«smEPEORNSX
ROBmMNS. EES AT A
DEEERICEWTILLSEHHA
TNTWLD,
27-2-2

mZEZRVET
ZERBE. H—EXF
RFICHNWTHAEDRIE =
T2712HIC. 3 DDESR (OF
B&EZITHF> TV BIBEIHRO
FRABEOFRBEMOFAEDE
HIBHR) OS5, P EE 2
DULDERZHAENDET
PRl 9 DEEMNEVEREES
e BIZ (L. FIRENFI D TLY
ZIEHRELTIZ/IRT— R,
FRABOFRBMELTIE. X
N—hIJA>DEFEESZH
WeXAwt—8R5E. FIRE
DERIBIRE L/‘C(a*}a‘fl'lm
PEESRIR END D F2.
& T FIDO2 tu}(iﬂﬁ\ >
INARZERUTZ)(AF—I(C
KRBREEICELD. JIRDT—R
L ATOFREEMNLEFE D TLD,

39

28-2-2

mAL>DVD
ILEFRIBE(CH T DO
Mz ERIDEE. U1/ (—
1T DRETEON
DIIALZYVD] & T2
Fa1 U BRHAESZRIC,
RO Y D —TORDIEHR
ZINE L. WEIRTLDARIAA
ILTRBE (CEIRENGHLZ
BASMNC T DEREZIET . [T
SN TAL DV I] D
[O>Ea1—45:-JAL>>
v RREEHIEINDS,
27-2-2

m7 (F28%)

OJ&Ek J>Ea—452
A7 IRy ND—DHEZR, 77
TV —2 3> RETHERET
DIREBRENA R NMERE
BRI TEFRUIET—FDZ
Eo

A—Y5—#&E. 7OLXE
FE. FRELIEHR. SREZLE. IS
—PEEREZIEBETE. 1
27> hDRERGABEYAIE
T OO, BB &
L CTaRA=NS.

WO RS - RE - 5
& A>27> FORIAR
BVORERESE. BREBLIECH
aRTHO. HA/)\—tF2
US>+ SERDERE S 12D,
27-2-2




@ ==HEENES




